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Course Description 

In this course, you will learn how to deploy and manage FortiSASE to provide secure internet access 
and protect access to Software-as-a-Service (SaaS) applications for users working from on-site or 
remote locations. These topics will help you build a fundamental knowledge of FortiSASE basics, and 
learn how to enforce security policies using endpoint profiles and content inspection. 

Course Duration: 

1 Day 

Certification: 

This course is intended to help you prepare for the Fortinet NSE 5 - FortiSASE and SD-WAN Core 
Administrator exam. This exam is part of the FCP SASE certification track. 

Prerequisites: 

• FortiGate Administrator 

• FortiClient EMS Administrator 

Outlines: 

1. Introduction to SASE and FortiSASE 
2. Deployment Fundamentals 
3. SIA and SSA 
4. Basic Security and Endpoint Profiles 
5. Monitoring and Reporting 

Objectives: 

After completing this course, you will be able to: 

• Describe the SASE architecture 

• Construct FortiSASE deployment cases 

• Identify the SASE components 

• Describe the Fortinet SASE solution 

• Integrate FortiSASE into a hybrid network 

• Describe the different FortiSASE solutions 

• Describe different authentication methods on FortiSASE 

• Configure security profile groups and security components 

• Configure different types of FortiSASE policies 

• Deploy supported FortiSASE use cases 

• Configure FortiView monitors 

• Configure and generate reports 

• Configure dashboards 

FortiSASE Core Administrator 

http://www.flane.ae/
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Who should attend 

Networking and security professionals involved in the design, administration, and management of 
FortiSASE-based network deployment should attend this course. 
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